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Network topology with directional link
weights.

So far, we have only seen cases in which the link weights in a

network were static. However, the Internet itself is not static at

all: traffic volumes change constantly; devices connect, move

and disconnect. This begs the question: If the Internet is so

dynamic, why should one not use dynamic weights instead?

Consider the figure on the left where B, C, D send traffic to the

green destination A. (This is the only traffic in the network.)

The red arrows show the incoming traffic and are labeled with

its volume (1 or e). You can assume that e >> 1. Unlike before,

the weights on the links are bidirectional. Hence, the weight

from A to B can be different to the weight from B to A.

In this network, the traffic is always forwarded along the short-

est path according to the link weights. If two paths have the

same cost, the path with the (alphabetically) lower next-hop is

picked. Initially, e.g. when all the weights are 0, B has two paths

available to reach the destination: one path via A and another

one via D. According to the rule, B picks the path via A.

A specialty of this network is, that the weights are dynamic

and always represent the link load. Hence, if there is traffic

of volume 1 being forwarded from A to B, the load of the link

from A to B and therefore also the weight is 1.

In the following, we ask you to compute the forwarding state.

As the link weights are dynamic, the forwarding state changes

quite frequently. Therefore, you should approach the task

step-by-step: at every step, consider the load on the link to

be fixed to the one of the previous step. With this, compute the

forwarding state, and afterwards update the load on every link.

Fill in the following table:

Solution:

Link Load Next Hop

A!B A!C B!A B!D C!A C!D D!B D!C B C D

0 0 0 0 0 0 0 0 0 A A B

1 0 0 1 + e 0 1 0 e 0 D A C

2 0 0 0 1 2 + e 0 0 1 + e A D B

3 0 0 2 + e 0 0 1 1 + e 0 D A C

4 0 0 0 1 2 + e 0 0 1 + e A D B

5 0 0 2 + e 0 0 1 1 + e 0 D A C

6 0 0 0 1 2 + e 0 0 1 + e A D B

7 0 0 2 + e 0 0 1 1 + e 0 D A C

What is the problem with the dynamic weights?

Solution: The dynamic weights lead to oscillations in the net-

work. The forwarding state oscillates between two states: all

left and then all right.

Link weight from A to C can 

be different than from C to A

Weights are dynamic and 

always represent the link load

Tie-breaking: path with lower 

(alphabetically) next hop

e is much bigger than 1
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from A to B and therefore also the weight is 1.

In the following, we ask you to compute the forwarding state.

As the link weights are dynamic, the forwarding state changes

quite frequently. Therefore, you should approach the task

step-by-step: at every step, consider the load on the link to

be fixed to the one of the previous step. With this, compute the

forwarding state, and afterwards update the load on every link.

Fill in the following table:

Solution:

Link Load Next Hop

A!B A!C B!A B!D C!A C!D D!B D!C B C D

0 0 0 0 0 0 0 0 0 A A B

1 0 0 1 + e 0 1 0 e 0 D A C

2 0 0 0 1 2 + e 0 0 1 + e A D B

3 0 0 2 + e 0 0 1 1 + e 0 D A C

4 0 0 0 1 2 + e 0 0 1 + e A D B

5 0 0 2 + e 0 0 1 1 + e 0 D A C

6 0 0 0 1 2 + e 0 0 1 + e A D B

7 0 0 2 + e 0 0 1 1 + e 0 D A C

What is the problem with the dynamic weights?

Solution: The dynamic weights lead to oscillations in the net-

work. The forwarding state oscillates between two states: all

left and then all right.

Once again find the next hops

1

1+e

2+e
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2.2 Changing Weights
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Network topology with directional link
weights.

So far, we have only seen cases in which the link weights in a

network were static. However, the Internet itself is not static at

all: traffic volumes change constantly; devices connect, move

and disconnect. This begs the question: If the Internet is so

dynamic, why should one not use dynamic weights instead?

Consider the figure on the left where B, C, D send traffic to the

green destination A. (This is the only traffic in the network.)

The red arrows show the incoming traffic and are labeled with

its volume (1 or e). You can assume that e >> 1. Unlike before,

the weights on the links are bidirectional. Hence, the weight

from A to B can be different to the weight from B to A.

In this network, the traffic is always forwarded along the short-

est path according to the link weights. If two paths have the

same cost, the path with the (alphabetically) lower next-hop is

picked. Initially, e.g. when all the weights are 0, B has two paths

available to reach the destination: one path via A and another

one via D. According to the rule, B picks the path via A.

A specialty of this network is, that the weights are dynamic

and always represent the link load. Hence, if there is traffic

of volume 1 being forwarded from A to B, the load of the link

from A to B and therefore also the weight is 1.

In the following, we ask you to compute the forwarding state.

As the link weights are dynamic, the forwarding state changes

quite frequently. Therefore, you should approach the task

step-by-step: at every step, consider the load on the link to

be fixed to the one of the previous step. With this, compute the

forwarding state, and afterwards update the load on every link.

Fill in the following table:

Solution:

Link Load Next Hop

A!B A!C B!A B!D C!A C!D D!B D!C B C D

0 0 0 0 0 0 0 0 0 A A B

1 0 0 1 + e 0 1 0 e 0 D A C

2 0 0 0 1 2 + e 0 0 1 + e A D B

3 0 0 2 + e 0 0 1 1 + e 0 D A C

4 0 0 0 1 2 + e 0 0 1 + e A D B

5 0 0 2 + e 0 0 1 1 + e 0 D A C

6 0 0 0 1 2 + e 0 0 1 + e A D B

7 0 0 2 + e 0 0 1 1 + e 0 D A C

What is the problem with the dynamic weights?

Solution: The dynamic weights lead to oscillations in the net-

work. The forwarding state oscillates between two states: all

left and then all right.

2.2 Changing Weights
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Network topology with directional link
weights.

So far, we have only seen cases in which the link weights in a

network were static. However, the Internet itself is not static at

all: traffic volumes change constantly; devices connect, move

and disconnect. This begs the question: If the Internet is so

dynamic, why should one not use dynamic weights instead?

Consider the figure on the left where B, C, D send traffic to the

green destination A. (This is the only traffic in the network.)

The red arrows show the incoming traffic and are labeled with

its volume (1 or e). You can assume that e >> 1. Unlike before,

the weights on the links are bidirectional. Hence, the weight

from A to B can be different to the weight from B to A.

In this network, the traffic is always forwarded along the short-

est path according to the link weights. If two paths have the

same cost, the path with the (alphabetically) lower next-hop is

picked. Initially, e.g. when all the weights are 0, B has two paths

available to reach the destination: one path via A and another

one via D. According to the rule, B picks the path via A.

A specialty of this network is, that the weights are dynamic

and always represent the link load. Hence, if there is traffic

of volume 1 being forwarded from A to B, the load of the link

from A to B and therefore also the weight is 1.

In the following, we ask you to compute the forwarding state.

As the link weights are dynamic, the forwarding state changes

quite frequently. Therefore, you should approach the task

step-by-step: at every step, consider the load on the link to

be fixed to the one of the previous step. With this, compute the

forwarding state, and afterwards update the load on every link.

Fill in the following table:

Solution:

Link Load Next Hop

A!B A!C B!A B!D C!A C!D D!B D!C B C D

0 0 0 0 0 0 0 0 0 A A B

1 0 0 1 + e 0 1 0 e 0 D A C

2 0 0 0 1 2 + e 0 0 1 + e A D B

3 0 0 2 + e 0 0 1 1 + e 0 D A C

4 0 0 0 1 2 + e 0 0 1 + e A D B

5 0 0 2 + e 0 0 1 1 + e 0 D A C

6 0 0 0 1 2 + e 0 0 1 + e A D B

7 0 0 2 + e 0 0 1 1 + e 0 D A C

What is the problem with the dynamic weights?

Solution: The dynamic weights lead to oscillations in the net-

work. The forwarding state oscillates between two states: all

left and then all right.

Once again find the next hops

1

1+e

2+e

0 < 2+e0 < 3+2e 

0 < 4+2e 



Task 2.2 - Changing Weights

2.2 Changing Weights
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Network topology with directional link
weights.

So far, we have only seen cases in which the link weights in a

network were static. However, the Internet itself is not static at

all: traffic volumes change constantly; devices connect, move

and disconnect. This begs the question: If the Internet is so

dynamic, why should one not use dynamic weights instead?

Consider the figure on the left where B, C, D send traffic to the

green destination A. (This is the only traffic in the network.)

The red arrows show the incoming traffic and are labeled with

its volume (1 or e). You can assume that e >> 1. Unlike before,

the weights on the links are bidirectional. Hence, the weight

from A to B can be different to the weight from B to A.

In this network, the traffic is always forwarded along the short-

est path according to the link weights. If two paths have the

same cost, the path with the (alphabetically) lower next-hop is

picked. Initially, e.g. when all the weights are 0, B has two paths

available to reach the destination: one path via A and another

one via D. According to the rule, B picks the path via A.

A specialty of this network is, that the weights are dynamic

and always represent the link load. Hence, if there is traffic

of volume 1 being forwarded from A to B, the load of the link

from A to B and therefore also the weight is 1.

In the following, we ask you to compute the forwarding state.

As the link weights are dynamic, the forwarding state changes

quite frequently. Therefore, you should approach the task

step-by-step: at every step, consider the load on the link to

be fixed to the one of the previous step. With this, compute the

forwarding state, and afterwards update the load on every link.

Fill in the following table:

Solution:

Link Load Next Hop

A!B A!C B!A B!D C!A C!D D!B D!C B C D

0 0 0 0 0 0 0 0 0 A A B

1 0 0 1 + e 0 1 0 e 0 D A C

2 0 0 0 1 2 + e 0 0 1 + e A D B

3 0 0 2 + e 0 0 1 1 + e 0 D A C

4 0 0 0 1 2 + e 0 0 1 + e A D B

5 0 0 2 + e 0 0 1 1 + e 0 D A C

6 0 0 0 1 2 + e 0 0 1 + e A D B

7 0 0 2 + e 0 0 1 1 + e 0 D A C

What is the problem with the dynamic weights?

Solution: The dynamic weights lead to oscillations in the net-

work. The forwarding state oscillates between two states: all

left and then all right.

2.2 Changing Weights
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Network topology with directional link
weights.

So far, we have only seen cases in which the link weights in a

network were static. However, the Internet itself is not static at

all: traffic volumes change constantly; devices connect, move

and disconnect. This begs the question: If the Internet is so

dynamic, why should one not use dynamic weights instead?

Consider the figure on the left where B, C, D send traffic to the

green destination A. (This is the only traffic in the network.)

The red arrows show the incoming traffic and are labeled with

its volume (1 or e). You can assume that e >> 1. Unlike before,

the weights on the links are bidirectional. Hence, the weight

from A to B can be different to the weight from B to A.

In this network, the traffic is always forwarded along the short-

est path according to the link weights. If two paths have the

same cost, the path with the (alphabetically) lower next-hop is

picked. Initially, e.g. when all the weights are 0, B has two paths

available to reach the destination: one path via A and another

one via D. According to the rule, B picks the path via A.

A specialty of this network is, that the weights are dynamic

and always represent the link load. Hence, if there is traffic

of volume 1 being forwarded from A to B, the load of the link

from A to B and therefore also the weight is 1.

In the following, we ask you to compute the forwarding state.

As the link weights are dynamic, the forwarding state changes

quite frequently. Therefore, you should approach the task

step-by-step: at every step, consider the load on the link to

be fixed to the one of the previous step. With this, compute the

forwarding state, and afterwards update the load on every link.

Fill in the following table:

Solution:

Link Load Next Hop

A!B A!C B!A B!D C!A C!D D!B D!C B C D

0 0 0 0 0 0 0 0 0 A A B

1 0 0 1 + e 0 1 0 e 0 D A C

2 0 0 0 1 2 + e 0 0 1 + e A D B

3 0 0 2 + e 0 0 1 1 + e 0 D A C

4 0 0 0 1 2 + e 0 0 1 + e A D B

5 0 0 2 + e 0 0 1 1 + e 0 D A C

6 0 0 0 1 2 + e 0 0 1 + e A D B

7 0 0 2 + e 0 0 1 1 + e 0 D A C

What is the problem with the dynamic weights?

Solution: The dynamic weights lead to oscillations in the net-

work. The forwarding state oscillates between two states: all

left and then all right.

Update the link loads

11+e

2+e
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2.2 Changing Weights
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Network topology with directional link
weights.

So far, we have only seen cases in which the link weights in a

network were static. However, the Internet itself is not static at

all: traffic volumes change constantly; devices connect, move

and disconnect. This begs the question: If the Internet is so

dynamic, why should one not use dynamic weights instead?

Consider the figure on the left where B, C, D send traffic to the

green destination A. (This is the only traffic in the network.)

The red arrows show the incoming traffic and are labeled with

its volume (1 or e). You can assume that e >> 1. Unlike before,

the weights on the links are bidirectional. Hence, the weight

from A to B can be different to the weight from B to A.

In this network, the traffic is always forwarded along the short-

est path according to the link weights. If two paths have the

same cost, the path with the (alphabetically) lower next-hop is

picked. Initially, e.g. when all the weights are 0, B has two paths

available to reach the destination: one path via A and another

one via D. According to the rule, B picks the path via A.

A specialty of this network is, that the weights are dynamic

and always represent the link load. Hence, if there is traffic

of volume 1 being forwarded from A to B, the load of the link

from A to B and therefore also the weight is 1.

In the following, we ask you to compute the forwarding state.

As the link weights are dynamic, the forwarding state changes

quite frequently. Therefore, you should approach the task

step-by-step: at every step, consider the load on the link to

be fixed to the one of the previous step. With this, compute the

forwarding state, and afterwards update the load on every link.

Fill in the following table:

Solution:

Link Load Next Hop

A!B A!C B!A B!D C!A C!D D!B D!C B C D

0 0 0 0 0 0 0 0 0 A A B

1 0 0 1 + e 0 1 0 e 0 D A C

2 0 0 0 1 2 + e 0 0 1 + e A D B

3 0 0 2 + e 0 0 1 1 + e 0 D A C

4 0 0 0 1 2 + e 0 0 1 + e A D B

5 0 0 2 + e 0 0 1 1 + e 0 D A C

6 0 0 0 1 2 + e 0 0 1 + e A D B

7 0 0 2 + e 0 0 1 1 + e 0 D A C

What is the problem with the dynamic weights?

Solution: The dynamic weights lead to oscillations in the net-

work. The forwarding state oscillates between two states: all

left and then all right.

2.2 Changing Weights
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Network topology with directional link
weights.

So far, we have only seen cases in which the link weights in a

network were static. However, the Internet itself is not static at

all: traffic volumes change constantly; devices connect, move

and disconnect. This begs the question: If the Internet is so

dynamic, why should one not use dynamic weights instead?

Consider the figure on the left where B, C, D send traffic to the

green destination A. (This is the only traffic in the network.)

The red arrows show the incoming traffic and are labeled with

its volume (1 or e). You can assume that e >> 1. Unlike before,

the weights on the links are bidirectional. Hence, the weight

from A to B can be different to the weight from B to A.

In this network, the traffic is always forwarded along the short-

est path according to the link weights. If two paths have the

same cost, the path with the (alphabetically) lower next-hop is

picked. Initially, e.g. when all the weights are 0, B has two paths

available to reach the destination: one path via A and another

one via D. According to the rule, B picks the path via A.

A specialty of this network is, that the weights are dynamic

and always represent the link load. Hence, if there is traffic

of volume 1 being forwarded from A to B, the load of the link

from A to B and therefore also the weight is 1.

In the following, we ask you to compute the forwarding state.

As the link weights are dynamic, the forwarding state changes

quite frequently. Therefore, you should approach the task

step-by-step: at every step, consider the load on the link to

be fixed to the one of the previous step. With this, compute the

forwarding state, and afterwards update the load on every link.

Fill in the following table:

Solution:

Link Load Next Hop

A!B A!C B!A B!D C!A C!D D!B D!C B C D

0 0 0 0 0 0 0 0 0 A A B

1 0 0 1 + e 0 1 0 e 0 D A C

2 0 0 0 1 2 + e 0 0 1 + e A D B

3 0 0 2 + e 0 0 1 1 + e 0 D A C

4 0 0 0 1 2 + e 0 0 1 + e A D B

5 0 0 2 + e 0 0 1 1 + e 0 D A C

6 0 0 0 1 2 + e 0 0 1 + e A D B

7 0 0 2 + e 0 0 1 1 + e 0 D A C

What is the problem with the dynamic weights?

Solution: The dynamic weights lead to oscillations in the net-

work. The forwarding state oscillates between two states: all

left and then all right.

Continue in the same way
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2.2 Changing Weights
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Network topology with directional link
weights.

So far, we have only seen cases in which the link weights in a

network were static. However, the Internet itself is not static at

all: traffic volumes change constantly; devices connect, move

and disconnect. This begs the question: If the Internet is so

dynamic, why should one not use dynamic weights instead?

Consider the figure on the left where B, C, D send traffic to the

green destination A. (This is the only traffic in the network.)

The red arrows show the incoming traffic and are labeled with

its volume (1 or e). You can assume that e >> 1. Unlike before,

the weights on the links are bidirectional. Hence, the weight

from A to B can be different to the weight from B to A.

In this network, the traffic is always forwarded along the short-

est path according to the link weights. If two paths have the

same cost, the path with the (alphabetically) lower next-hop is

picked. Initially, e.g. when all the weights are 0, B has two paths

available to reach the destination: one path via A and another

one via D. According to the rule, B picks the path via A.

A specialty of this network is, that the weights are dynamic

and always represent the link load. Hence, if there is traffic

of volume 1 being forwarded from A to B, the load of the link

from A to B and therefore also the weight is 1.

In the following, we ask you to compute the forwarding state.

As the link weights are dynamic, the forwarding state changes

quite frequently. Therefore, you should approach the task

step-by-step: at every step, consider the load on the link to

be fixed to the one of the previous step. With this, compute the

forwarding state, and afterwards update the load on every link.

Fill in the following table:

Solution:

Link Load Next Hop

A!B A!C B!A B!D C!A C!D D!B D!C B C D

0 0 0 0 0 0 0 0 0 A A B

1 0 0 1 + e 0 1 0 e 0 D A C

2 0 0 0 1 2 + e 0 0 1 + e A D B

3 0 0 2 + e 0 0 1 1 + e 0 D A C

4 0 0 0 1 2 + e 0 0 1 + e A D B

5 0 0 2 + e 0 0 1 1 + e 0 D A C

6 0 0 0 1 2 + e 0 0 1 + e A D B

7 0 0 2 + e 0 0 1 1 + e 0 D A C

What is the problem with the dynamic weights?

Solution: The dynamic weights lead to oscillations in the net-

work. The forwarding state oscillates between two states: all

left and then all right.

2.2 Changing Weights
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Network topology with directional link
weights.

So far, we have only seen cases in which the link weights in a

network were static. However, the Internet itself is not static at

all: traffic volumes change constantly; devices connect, move

and disconnect. This begs the question: If the Internet is so

dynamic, why should one not use dynamic weights instead?

Consider the figure on the left where B, C, D send traffic to the

green destination A. (This is the only traffic in the network.)

The red arrows show the incoming traffic and are labeled with

its volume (1 or e). You can assume that e >> 1. Unlike before,

the weights on the links are bidirectional. Hence, the weight

from A to B can be different to the weight from B to A.

In this network, the traffic is always forwarded along the short-

est path according to the link weights. If two paths have the

same cost, the path with the (alphabetically) lower next-hop is

picked. Initially, e.g. when all the weights are 0, B has two paths

available to reach the destination: one path via A and another

one via D. According to the rule, B picks the path via A.

A specialty of this network is, that the weights are dynamic

and always represent the link load. Hence, if there is traffic

of volume 1 being forwarded from A to B, the load of the link

from A to B and therefore also the weight is 1.

In the following, we ask you to compute the forwarding state.

As the link weights are dynamic, the forwarding state changes

quite frequently. Therefore, you should approach the task

step-by-step: at every step, consider the load on the link to

be fixed to the one of the previous step. With this, compute the

forwarding state, and afterwards update the load on every link.

Fill in the following table:

Solution:

Link Load Next Hop

A!B A!C B!A B!D C!A C!D D!B D!C B C D

0 0 0 0 0 0 0 0 0 A A B

1 0 0 1 + e 0 1 0 e 0 D A C

2 0 0 0 1 2 + e 0 0 1 + e A D B

3 0 0 2 + e 0 0 1 1 + e 0 D A C

4 0 0 0 1 2 + e 0 0 1 + e A D B

5 0 0 2 + e 0 0 1 1 + e 0 D A C

6 0 0 0 1 2 + e 0 0 1 + e A D B

7 0 0 2 + e 0 0 1 1 + e 0 D A C

What is the problem with the dynamic weights?

Solution: The dynamic weights lead to oscillations in the net-

work. The forwarding state oscillates between two states: all

left and then all right.

We already see the oscillation

All traffic clockwise

All traffic anti-clockwise

In general, such a frequent weight 

adaptation is way too sensitive
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Time to solve the exercise



In the lecture we go through the layers bottom-up

HTTP(S)

TCP/UDP

IP

Ethernet

IP
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IP
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Application

Transport

Network

Link
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We’ll do that layer-by-layer, bottom-up,  

starting with the Link layer



Another possible approach would be top-down

HTTP(S)

TCP/UDP

IP

Ethernet

IP

HTTP(S)

TCP/UDP

IP

Ethernet

Application

Transport

Network

Link

et
h0

et
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We’ll do that layer-by-layer, bottom-up,  

starting with the Link layer



We face a common problem

No matter the direction, often concepts of other layers 

are needed to understand the current one

Unfortunately, we cannot prevent that completely

We saw that when speaking about MAC addresses, 

suddenly we also care about IP addresses



MAC addresses identify sender and receiver adapters



MAC addresses identify sender and receiver adapters

used on a single link



MAC addresses identify sender and receiver adapters

used on a single link

In general, we therefore use IP addresses (L3)


to address arbitrary hosts

MAC addresses are then used on a hop-by-hop basis 

to eventually reach the corresponding host

In fact, for humans domain names are even easier to remember

domain name DNS (L5) IP (L3) ARP MAC (L2)

of destination of destination of next hop



We currently only consider IP addresses 

which are reachable over a given link

That simplifies the whole process, we only need to be 

able to translate from IP to MAC address

IP (L3) ARP MAC (L2)

of destination of destination

Who am I?

Who are you?

How do I acquire an IP address?

Given an IP address reachable on a link,

IP-to-MAC binding

MAC-to-IP binding
Dynamic Host Configuration Protocol

Address Resolution Protocol 

How do I find out what MAC to use?



That can only work if hosts can get an IP address

Who am I?

Who are you?

How do I acquire an IP address?

Given an IP address reachable on a link,

IP-to-MAC binding

MAC-to-IP binding
Dynamic Host Configuration Protocol

Address Resolution Protocol 

How do I find out what MAC to use?

We will explore both concepts 

(ARP and DHCP) in today exercise



Introduction to this week’s exercise

General information

Last week’s exercise

Important lecture topics

Communication Networks

Exercise 3
 

Time to solve the exercise



Two more questions related to routing concepts



Task 3.1 Distance Vector

Communication Networks

Prof. Laurent Vanbever

Exercise 3 – Routing Concepts, Ethernet & Switching

Routing Concepts

3.1 Distance Vector

8

1
3

17

2

10

A

B

C

D

E

F

G

1

3

Weighted graph representing a network topology.

The figure on the left shows a weighted graph representing a

network topology with 7 nodes. The nodes in the network use

a distance vector algorithm to compute the shortest-paths in

a distributed way. It takes one time step for a distance vector

message to be sent from one node to another on a link. A node

can send the distance vector message on multiple links at the

same time.

In case paths have the same weight, the node picks the path

traversing the smaller number of links. In case there is still

a tie, the node picks the path of the neighbor with the lower

identifier (alphabetical order).

a) Compute the paths from any node in the network to G.

Use the provided table to fill in the state of each node at

every time step. Stop when a stable state is reached. The

first time step is provided as an example.

# A B C D E F G

0 ? ? ? ? ? ? 0

1 ? ? ? ? 10 1 0

2

3

4

5

6

b) Highlight the actual paths taken in the graph.

Compute shortest-paths using 

a distance vector algorithm

Tie-breaking: path with lower 

amount of links

Compared to link-state algorithms, 

paths are now computed in a 

distributed fashion



Task 3.2 Dijkstra’s Algorithm with Link Failure

Back to Dijkstra (link-state)

We assume that the link 

between d and R3 fails

R3 detects that quickly but 

what about the other nodes?

3.2 Dijkstra’s Algorithm with Link Failure

R2

R1

R3

d

1

1

100

1

R2

R1

R3

d

1

1

100

R2

R1

R3

d

1

1

100

Dijkstra’s algorithm with a link failure

The routers in the network on the top left use Dijkstra’s Algo-

rithm to find the shortest path towards destination d. You can

assume that every router knows the entire network graph. In

case of a failure, the routers directly affected by it inform the

other routers by flooding this information in the network.

The blue arrows indicate how the routers forward the traffic:

R2, for example, sends packets for destination d to router R3.

Now the link between router R3 and d fails (network at the

bottom left) and R3 can no longer send packets towards des-

tination d. As R3 is directly connected to the failed link, it

detects the failure immediately. It starts to flood this informa-

tion, such that all the routers can update their network view

and recompute Dijkstra’s algorithm.

a) What is the new shortest-path from R3 towards destina-

tion d?

b) Assume now that the computation of the new shortest-

path is very fast and finishes before R3 starts the flood-

ing of the messages announcing the link failure. R3 sends

a packet towards d using the new shortest-path. Will the

packet reach its destination? Which path will it take?

c) Can you find a sequence of link failure messages and

shortest-path computations such that the problem dis-

covered in the previous task is observed between R1 and

R2? The only link failure is still between router R3 and d.

d) As we have discovered, the order in which the link fail-

ure messages are processed and the new shortest-paths

are computed is crucial for a correct forwarding behav-

ior in the network. In which order should the router up-

date their forwarding tables, such that the previously ob-

served problems will not occur? Can you find a more

general “rule” for a safe ordering of forwarding rule up-

dates?

What happens if the local 

network view does not 

match with the reality?



And three questions related to Ethernet & Switching



As a reminder, let’s look at this simple example

Task 3.3: Duplicate MAC Address

A

C

B

D

1

2

3

4

dst port

A switch learns how to map MACs to ports



Task 3.3: Duplicate MAC Address

A

C

B

D

1

2

3

4

Switch learns how to map A to port 1

dst port
dst: D

A 1



Task 3.3: Duplicate MAC Address

A

C

B

D

1

2

3

4

Dst D unknown: broadcast

dst port

A 1



Task 3.3: Duplicate MAC Address

A

C

B

D

1

2

3

4

Switch learns how to map D to port 4

dst port

A 1

D 4dst: A



Task 3.3: Duplicate MAC Address

A

C

B

D

1

2

3

4

Dst A known, no broadcast required

dst port

A 1

D 4
dst: A



Task 3.3: Duplicate MAC Address

A

C

B

D

1

2

3

4

What happens if you have duplicated MAC addresses?

dst port

A 1

D 4
dst: A



Task 3.4: Imposter

Who am I?

Who are you?

How do I acquire an IP address?

Given an IP address reachable on a link,

IP-to-MAC binding

MAC-to-IP binding Dynamic Host Configuration Protocol (DHCP)

Address Resolution Protocol (ARP) 

how do I find out what MAC to use?

Put your knowledge about DHCP and  ARP together



Task 3.5: MAC-Learning (exam question 2021)

We asked this question in the summer exam of 2021

Use your knowledge from task 3.3 to solve this one

You find the full exam (as well as other ones) on the website



Introduction to this week’s exercise

General information

Last week’s exercise

Important lecture topics

Communication Networks

Exercise 3
 

Time to solve the exercise


